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1. INTRODUCCION

Secuoya Grupo de Comunicacioén, S.A. (“Secuoya”, “Secuoya Content Group” o “el
Grupo”) junto con las sociedades que lo integran, asi como todos los Profesionales y
Colaboradores que desarrollan su actividad en el Grupo, actian conforme a la normativa
vigente y a los mas altos estandares éticos y profesionales.

En linea con estos principios y con el Reglamento (UE) 2024/1689 de Inteligencia Artificial
(Al Act), esta Politica de Uso Responsable de la Inteligencia Artificial (la “Politica”)
establece el marco de actuacion para el desarrollo, adopciény utilizacion de herramientas
de inteligencia artificial (“IA”) dentro del Grupo.

Esta Politica forma parte del marco normativo interno de Secuoya, complementa el Cédigo
Etico, el Manual de Compliance y las demads politicas corporativas en materia de
seguridad, privacidad y buen gobierno, y es de obligado cumplimiento para todas las
personasy entidades a las que resulte aplicable.

Su finalidad es promover el uso responsable, ético, seguro y transparente de la IA,
proporcionando a los Profesionales y Colaboradores de Secuoya directrices claras que les
permitan:

< Mejorar la eficiencia y la calidad de su trabajo mediante la utilizacidon adecuada de
herramientas de IA aprobadas.

% Proteger la informacién y la privacidad de los datos personales y corporativos,
aplicando los principios de confidencialidad, minimizaciéon y seguridad desde el
disefio.

++ Actuar de manera ética, responsable y transparente en todas las interacciones con
sistemas de IA, garantizando la supervision humana y el respeto a los derechos
fundamentales.

% Impulsar la creatividad, la innovacién y el desarrollo profesional, favoreciendo un

entorno de trabajo seguro, confiable y sostenible que promueva la igualdad de

oportunidadesy el respeto a la dignidad de las personas.

Esta politica se adapta progresivamente al marco regulatorio europeo establecido por el
Reglamento (UE) de Inteligencia Artificial (Al Act), aplicable desde 2024, y sera revisada
conforme avancen sus fases de implementacioén.

Cualquier uso de herramientas de inteligencia artificial (IA) o sistemas hibridos de
inteligencia artificial (HIA) por parte de Profesionales, Colaboradores o terceros que no
se realice conforme a las directrices establecidas en la presente Politica, en el Cédigo
Etico o en las normas internas del Grupo, sera de su exclusiva responsabilidad. En ningtin
caso Secuoya Content Group ni las sociedades del Grupo seran responsables de los
danos, perjuicios o consecuencias derivados de un uso inadecuado, no autorizado o
negligente de dichas herramientas.
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2. DEFINICIONES

A efectos de la presente Politica, se entendera por los siguientes términos:

@,

% Inteligencia Artificial (IA)/Herramienta de Inteligencia Artificial (HIA): Sistema,
programa o aplicacién disenado para funcionar con distintos niveles de autonomiay
capaz de generar resultados automatizados (predicciones, recomendaciones,
decisiones o contenidos) mediante algoritmos de aprendizaje automatico u otras
técnicas de |A.

« HIA Corporativa: Herramienta de |IA proporcionada o previamente validada y
aprobada por Secuoya para su uso profesional, tras las evaluaciones de CISO/IT
(seguridad), DPO (privacidad) y Compliance (ética y uso permitido) cuando
corresponda.

% HIA de Uso Personal: Herramienta de |IA externa no proporcionada ni validada por
Secuoya. Su utilizacion para fines profesionales requiere autorizacién previa del
CISO/IT y revision de DPO y Compliance para verificar riesgos de privacidad,
propiedad intelectual y cumplimiento normativo.

% Profesional / Colaborador: Toda persona que trabaje o colabore directamente con
cualquier sociedad del Grupo, y que acceda a sistemas o informacién del Grupo.

< Reglamento de Inteligencia Artificial (RIA): Reglamento (UE) 2024/1689 del
Parlamento Europeo y del Consejo, de 13 de junio de 2024, por el que se establecen
normas armonizadas en materia de inteligencia artificial, asi como cualquier norma
que lo sustituya o desarrolle.

< Datos personales: Toda informacion sobre una persona fisica identificada o
identificable, en los términos del Reglamento (UE) 2016/679 (RGPD) y de la Ley
Organica 3/2018, incluyendo cualquier dato que permita identificar directa o
indirectamente a una persona (nombre, imagen, voz, datos de contacto,
identificadores en linea, etc.).

% Organo de Supervisiéon y Control: Organo interno de Secuoya regulado en el Manual
de Compliance, con autonomia e independencia, encargado de vigilar el
cumplimiento de las politicas corporativas, incluida la presente, y de proponer
medidas correctoras o disciplinarias.

% Inputs/Outputs: Inputs: Datos, contenidos o informacidon introducidos en una HIA
para su procesamiento (textos, imagenes, videos, sonidos u otros). Outputs:
Resultados generados por una HIA (informes, textos, imagenes, decisiones,
recomendaciones u otros).
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% Sesgo en IA: Tendencia o inclinacién sistematica que puede producir resultados
injustos, inexactos o discriminatorios en una HIA, derivada de datos de
entrenamiento sesgados, supuestos incorrectos o algoritmos inadecuados.

«» Tratamiento de Datos: Cualquier operacidon realizada sobre datos personales
(recogida, registro, conservacion, modificacidn, consulta, comunicacion, supresion,
etc.), de acuerdo con el RGPD y la normativa espafiola de proteccion de datos.

% Trazabilidad: Capacidad de rastrear y documentar los datos, procesos, parametrosy
decisiones que conducen a un determinado resultado de una HIA, incluyendo los
inputs, algoritmos, modelos, versiones y revisiones. En el caso de herramientas o
servicios en la nube, Secuoya debera asegurarse, a través de la Direccién de IT/CISO
de que la informacién necesaria para verificar dicha trazabilidad sea accesible y
pueda conservarse como evidencia a efectos de auditoria y cumplimiento.

** Usuario: Cualquier persona que utilice, custodie o acceda a una HIA Corporativa,
incluyendo Profesionales, Colaboradores o terceros expresamente autorizados por
Secuoya.

+ Contenido Sintético o Generado por IA: Contenido (texto, imagen, audio, video u
otros) producido total o parcialmente por una HIA, susceptible de ser confundido con
material creado por una persona, incluidas las denominadas deepfakes.

% Riesgo de Alto Impacto / Alto Riesgo: Categoria definida en el Reglamento (UE)
2024/1689 para los sistemas de |A que, por su finalidad o efectos, pueden afectar a
derechos fundamentales o ala seguridad (por ejemplo, |IA para seleccion de personal,
evaluacion crediticia o reconocimiento biométrico).

3. ALCANCE

La presente Politica es de aplicacidon a Secuoya Grupo de Comunicacion, S.A. (“Secuoya”),
atodas las sociedades que integran Secuoya Content Group en territorio espafol, y atodos
los profesionales y colaboradores que desarrollen su actividad para el Grupo en Espana,
con independencia de su relacién juridica, modalidad contractual o funcién.

Asimismo, la Politica tendra caracter orientativo para las sociedades participadas, filiales,
joint ventures, uniones temporales de empresas (UTE) y otras entidades en las que
Secuoya ejerza control o gestion fuera de Espafia, en la medida en que la normativa local
lo permitay resulte compatible con sus marcos legales y contractuales.

La Politica sera igualmente de obligado cumplimiento para los proveedores, contratistas,
consultores, freelancers y demas terceros que, por razén de su actividad, accedan a
sistemas, datos, contenidos o recursos del Grupo o desarrollen para el Grupo proyectos
que impliquen el uso de herramientas de IA.
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En estos casos, Secuoya podra incorporar una clausula de adhesion o de obligaciones
equivalentes en los contratos, acuerdos de prestacidon de servicios o condiciones de
colaboracion que se formalicen, incluyendo compromisos en materia de seguridad de la
informacidn, protecciéon de datos, uso ético de la IAy la facultad de auditoria o verificacién
por parte de Secuoya cuando resulte necesario, todo ello sin perjuicio de la normativa local
aplicable.

Esta proyeccion pretende que cualquier persona o entidad que utilice o tenga acceso a
herramientas de IA en nombre de Secuoya respete los principios de seguridad, privacidad,
ética y cumplimiento normativo definidos en el presente documento.

4. PRINCIPIOS GENERALES DE ACTUACION

Secuoya se compromete a poner los medios a su alcance para el uso ético, responsable y
seguro de la inteligencia artificial, alineado con sus valores corporativos y con su vocacion
de liderazgo en el sector audiovisual y de contenidos.

Los principios que se detallan a continuacién deben interpretarse y aplicarse
conjuntamente con el Cédigo Etico, el Manual de Compliance y las demas politicas
corporativas del Grupo, de obligado cumplimiento para todos los Profesionales,
Colaboradores y terceros vinculados a Secuoya. El incumplimiento de la presente Politica
podra ser tratado como infraccidn de las obligaciones derivadas del Cédigo Etico y de la
normativa laboral o contractual aplicable.

Los siguientes principios deben guiar el uso de las herramientas de IA por parte de los
Profesionales y Colaboradores del Grupo, tanto en el uso directo de herramientas
accesibles como en la contratacién o desarrollo de soluciones de IA corporativas:

l. Privacidad y proteccion de datos: Los Profesionales deberan abstenerse de
introducir en las herramientas de |A datos personales o informacién confidencial
del Grupo o de terceros, salvo que la herramienta haya sido previamente
aprobada como HIA corporativa y cuente con las garantias establecidas por el
Delegado de Proteccion de Datos (DPO). Se aplicaran en todo caso el Reglamento
(UE) 2016/679 (RGPD), la Ley Organica 3/2018 y las politicas internas de
proteccion de datos.

Il Seguridad y revisién de contenidos: Los resultados generados por IA deberan
revisarse antes de ser utilizados, para asegurar que no contienen errores,
informacién sensible o material que pueda afectar a terceros o a la reputacion del
Grupo, siguiendo las directrices de la Politica de Seguridad de la Informaciény de
la Politica de Clasificacion de Datos.
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. Eticay respeto a la dignidad: Eluso de IA debe realizarse de forma ética, evitando
dafios psicolégicos, reputacionales, engafos o perjuicios a tercerosyrespetando
los valores de Secuoya, asi como los derechos humanos reconocidos en el
Cédigo Etico.

V. Propiedad intelectual: Queda prohibido introducir o utilizar en las herramientas
de IA contenidos de terceros que puedan infringir derechos de autor o propiedad
intelectual, salvo que se cuente con los derechos o licencias correspondientes.

V. Transparencia y comunicacion: Cuando se utilice IA para generar contenidos o
tomar decisiones relevantes, los Profesionales deberan dejar constancia de que
se ha utilizado un sistema automatizado y, en la medida de lo posible,
proporcionar explicaciones comprensibles sobre su funcionamiento vy
limitaciones.

VI. Seguridad vy fiabilidad (aplicable a las HIA corporativas): Las HIA corporativas
deberan ser seguras y confiables, funcionar segun su propdsito y contar con
mecanismos de control que eviten resultados inesperados o perjudiciales. Los
sistemas deberan ser sélidos, resilientes y disefiados aplicando el principio de
seguridad y cumplimiento desde el disefio.

VII. Prevencion de sesgos y discriminacion: Los resultados obtenidos mediante |1A
deben revisarse para garantizar que no reproducen estereotipos, prejuicios o
discriminacion de ningun tipo. Las HIA corporativas deberan ser entrenadas con
datos diversos para minimizar sesgos y promover la igualdad de oportunidades,
en linea con los compromisos de igualdad y no discriminacién del Cédigo Etico.

VIII. Formacioén y actualizacidon continua: Los Profesionales deberan familiarizarse
con las herramientas de IA y, en su caso, con las herramientas hibridas de
inteligencia artificial (HIA) que utilicen, y participar en las acciones de formacion
que establezca el Grupo en materia de buenas practicas, riesgos y principios
éticos.

IX. Uso aceptable (aplicable a HIA corporativas): Las HIA corporativas deben
emplearse exclusivamente para fines profesionales, relacionados con las
funciones encomendadas, y nunca para uso personal o ajeno a las actividades
del Grupo.

X. Innovacion y sostenibilidad: La estrategia de IA en Secuoya debe impulsar la
innovacion y apoyar el desarrollo sostenible, generando valor a largo plazo para
la compafhiay para la sociedad, siempre dentro de los limites legales y éticos.
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XI. Respeto a la autonomia humana: El uso de IA debe respetar la libertad y
autonomia de las personas, garantizando la supervisién y control humano sobre
los procesos de trabajo y evitando que las decisiones se tomen de forma

totalmente automatizada sin intervencién o revision.

XIl. Evaluacion y monitorizacion (aplicable a HIA corporativas): Las HIA corporativas
estaran sujetas a procedimientos continuos de evaluacién y monitoreo para
asegurar su correcto funcionamiento y el cumplimiento de la presente Politica,
garantizando, en la medida en que las capacidades técnicas de la herramienta lo
permitan, la trazabilidad de sus resultados.

5. DIRECTRICES DE USO ESPECIFICAS

Diferencias de uso entre Herramientas de IA Corporativa y Herramientas de IA de Uso Personal

HIA Corporativa

HIA de Uso Personal

Son herramientas de IA identificadas,
evaluadas y aprobadas de forma previa por la
Direccién de IT/CISO, con informe de DPO y
validacion de Compliance, y facilitadas por
Secuoya para su uso profesional por los
trabajadores autorizados.

Su utilizacion se limita exclusivamente a fines
profesionales vinculados con la actividad del
Grupo. No pueden emplearse con fines
personales o ajenos a Secuoya.

No puede esperarse ninguna expectativa de
privacidad sobre los contenidos generados por
dichas herramientas, al tratarse de entornos
corporativos sujetos a monitorizacién y
trazabilidad.

Es fundamental que todos los usuarios de las
HIA Corporativas conozcan y respeten sus
condiciones de uso, siendo plenamente
conscientes de los posibles riesgos, de esta

El uso de los resultados obtenidos por una HIA
de Uso Personal para fines profesionales
requiere la aprobacion previa del CISO/IT, tras
la revision de DPO y Compliance cuando se
trate de datos personales o contenidos
corporativos.

El uso personal de herramientas de |A esta
permitido de forma individualy privada, siempre
que no se introduzcan datos confidenciales,
personales o corporativos, ni se utilicen
resultados en el entorno profesional sin la
autorizacion correspondiente.

Secuoya no se responsabiliza en ningun caso
del uso que se haga de las HIA de Uso Personal
ni del contenido obtenido de las mismas,
mientras no hayan sido aprobadas previamente
por la sociedad.

Si  se desea incorporar resultados de
herramientas personales en el trabajo, el
profesional debera asegurarse de que cumplen

Politica y de las recomendaciones y los principios de esta Politica, incluyendo
advertencias preparadas por privacidad, propiedad intelectual, seguridad y
IT/DPO/Compliance. ética
% Ante cualquier duda sobre la fiabilidad o
adecuacion de una HIA de Uso Personal, los
SEDE CENTRAL: SEDE SOCIAL:
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Profesionales deberan consultar con su
responsable o con el area de Compliance
antes de emplear los resultados en tareas
corporativas.

Procedimiento de identificacion y aprobacion de HIA Corporativas
Ninguna herramienta de |IA podra ser utilizada como HIA Corporativa sin que previamente:

«* Direccion de IT/CISO haya realizado la evaluacién técnica de seguridad y registrado
la herramienta en el Inventario de HIA.

+ DPO hayavalorado los riesgos de privacidad y, en su caso, emitido informe o DPIA.

+ Compliance haya validado el uso previsto y las clausulas de contratacién con el
proveedor.

Solo tras estas validaciones la herramienta quedara autorizada para uso profesionaly
se comunicara a los empleados junto con las instrucciones y advertencias de uso.

La comunicacion se llevara a cabo a través de la herramienta de Gestidn de Incidencias o
Ticketing (https://helpdesk.secuoyacontentgroup.com/) desde la cual ya se gestionan las
solicitudes de nuevo software y/o servicios. En el caso de sistemas instalados localmente
en los equipos de los usuarios, debera tenerse especial precaucién, dado que las politicas
de seguridad internas y las herramientas implantadas en dichos equipos impiden la
instalacidon de software no autorizado. En el caso de sistemas en la nube o sitios web,
podran establecerse limites de acceso dentro de las redes corporativas de la organizacion.

6. REGLAS GENERALES APLICABLES AL USO INDIVIDUAL DE LAS
HIA

Para garantizar un uso responsable y seguro de la inteligencia artificial, Secuoya establece
las siguientes directrices aplicables a todos los Profesionales y Colaboradores, con
independencia de que utilicen herramientas de IA corporativas o de uso personal:

l. Riesgo de filtracion de informacion sensible > No introducir en ninguna HIA
datos personales, informacién confidencial o clasificada de las sociedades del
Grupo, de sus trabajadores o de terceros, salvo que se trate de una HIA
Corporativa autorizada y se cumplan las garantias establecidas por la Politica
de Clasificacion de Datos y el Delegado de Proteccion de Datos (DPO).

. Riesgo de errores, informacién incompleta o sesgada > Revisar siempre los
resultados generados antes de compartirlos o utilizarlos, asegurando que no
contengan errores, informacién sensible o contenidos inapropiados que
puedan afectar a terceros o a la reputacion del Grupo.
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1. Riesgo de infringir derechos de terceros > Respetar en todo momento los
derechos de autor, marcas, patentes y demas derechos de propiedad
intelectual o industrial de terceros.

\A Riesgo de generar contenidos ofensivos o discriminatorios > Actuar de manera
ética y responsable, evitando generar resultados que puedan ser
discriminatorios, ofensivos o perjudiciales para personas o para el Grupo, en
linea con los compromisos de igualdad y no discriminacién del Cédigo Etico.

V. Riesgos de exposicion de datos o vulneracion de sistemas > Al utilizar
plataformas externas, seguir las buenas practicas de seguridad definidas por la
Direccion de IT/CISO y mantenerse actualizado sobre los riesgos, principios
éticos y recomendaciones de uso seguro de la IA.

VI. Riesgo de sesgos discriminatorios > Revisar criticamente los resultados para
identificar sesgos y proporcionar retroalimentacion regular a los responsables
internos (IT/CISO, DPO o area de Compliance) sobre la funcionalidad y eficacia
de las herramientas, con el fin de mejorar su precision y utilidad.

El uso de la inteligencia artificial conlleva, ademas, una serie de derechos y
responsabilidades que deben ser observados por cada profesional:

R/

% Derecho a la explicacion: Los Profesionales tienen derecho a solicitar y recibir una
explicacién acerca de las decisiones o resultados generados por sistemas de IA que
tengan un impacto directo sobre su actividad o condiciones de trabajo. Este derecho
garantiza la transparencia y la confianza en la interaccion con dichas herramientas.

% Responsabilidad personal: Cada profesional es responsable de utilizar la IA de
manera ética y segura, actuando con la debida diligencia en la revisién y aplicacién
de los resultados obtenidos y cumpliendo todos los riesgos, principios y directrices
establecidos en esta Politica.

% Responsabilidad dereporte deincidentes: Cada profesional debe notificar de manera
inmediata cualquier brecha de seguridad, uso indebido o sospecha de malmanejo de
datos a los responsables de seguridad de la informacién (Direccion de IT/CISO), al
Delegado de Proteccion de Datos (DPO) o a través de los canales habilitados en el
Portal del Empleado y en el Canal Etico de Secuoya, siguiendo los procedimientos
establecidos en la Politica de Brechas de Seguridad. Para realizar dicho reporte,
debera utilizar la herramienta de Gestion de Incidencias o Helpdesk
(https://helpdesk.secuoyacontentgroup.com/), a través de la cual se gestionan las
incidencias relacionadas con el area de IT y Seguridad de la Informacién.

7. FORMACION
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Para garantizar un uso responsable y seguro de la inteligencia artificial, Secuoya
proporcionara la formacién necesaria unicamente a los Profesionales y Colaboradores
que utilicen herramientas de |IA facilitadas o aprobadas por el Grupo, integrandola en los
planes formativos anuales de las unidades afectadas.

En particular, cada profesional con acceso a herramientas de IA corporativas debera:

R/

+* Recibir formacidn inicial, impartida o coordinada por Secuoya, sobre el uso de las
herramientas que emplee, los riesgos asociados, los principios éticos y las normas
de seguridad aplicables.

+* Mantenerse actualizado respecto a cambios normativos o técnicos cuando asi lo
determine la Direccién de IT o el area de Compliance.

+» Aplicar en su trabajo diario lo aprendido, revisando los resultados generados por |A
y actuando conforme a los principios y directrices de Secuoya.

+» Consultar ante cualquier duda al area de Compliance, al DPO o a la Direccidén de
IT, de acuerdo con los canales internos establecidos.

8. SUPERVISION, CONTROLY REVISION

Secuoya establecera mecanismos de supervisiény control para asegurar que el uso de la
inteligencia artificial por parte de sus Profesionales se realice de manera responsable,
ética y conforme a la presente Politica. Estos mecanismos incluirdan, como minimo, los
siguientes elementos:

7

+» Directrices de gestion: Se definiran criterios claros para la identificacion y gestion
deriesgos asociados a laIA, mediante politicas especificas, formacionesy pildoras
informativas. Estas directrices aseguraran que todos los Profesionales conozcan
los estandares de seguridad, privacidad y ética aplicables.

+* Revision periddica: Se realizaran evaluaciones periédicas del uso de herramientas
de IA, incluyendo revision de riesgos, incidencias y buenas practicas, con el fin de
mejorar continuamente la presente Politicay su aplicacion. Eluso de herramientas
de IA deberd documentarse, indicando la finalidad y versién utilizada, a efectos de
trazabilidad y rendicion de cuentas.

+» Actualizacion de la Politica: La Politica sera revisada y actualizada de manera
regular para adaptarse a cambios normativos, tecnoldgicos o estratégicos,
garantizando que siga siendo util y eficaz para todos los Profesionales del Grupo.

++ Gestion de incidencias: Cualquier incidente, brecha de seguridad o uso indebido
de la IA debera ser reportado de manera inmediata a la Direccién de IT/CISO o, en
su caso, al Delegado de Protecciéon de Datos (DPO), utilizando los canales internos
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habilitados (Portal del Empleado y Canal Etico). El Organo de Supervisiény Control
(OSC) recibira informacién periddica de las incidencias relevantes para ejercer sus
funciones de vigilancia.

+* Funciones de CISO: El Chief Information Security Officer (CISO) es responsable de
coordinar la evaluacion técnica de seguridad de las HIA, mantener actualizado el
Inventario de HIA corporativas, gestionar los incidentes reportados y trasladar al
Organo de Supervisidony Control (OSC) los informes necesarios para el seguimiento
y control.

9. APROBACION Y ENTRADAEN VIGOR

La presente Politica de Uso Responsable de la Inteligencia Artificial ha sido aprobada por
el Consejo de Administracion de Secuoya en fecha 19 de diciembre de 2025, constando en
el acta correspondiente.

El Organo de Supervisién y Control (OSC), como érgano de vigilancia del sistema de
cumplimiento, podra proponer al Consejo de Administracidon las modificaciones que
considere necesarias para mantener un control adecuado de las actividades del Grupo,
asegurar el cumplimiento de la normativa vigente y de los procedimientos internos, y
minimizar el riesgo de incumplimientos.

Asimismo, la Politica se adaptara progresivamente al marco regulatorio europeo
establecido por el Reglamento (UE) de Inteligencia Artificial (Al Act) y a la normativa
sectorial aplicable, incluyendo la futura regulacién deluso de la IA en el @mbito audiovisual
y artistico, y sera revisada conforme avancen sus fases de implementacion o se aprueben
nuevas disposiciones especificas.

Cualquier actualizacion o modificacion de la presente Politica debera ser igualmente
aprobada por el Consejo de Administracion y entraré en vigor en la fecha indicada en el
acuerdo de aprobacion, manteniéndose vigente hasta que sea expresamente sustituida,
modificada o derogada.
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